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Allot Releases H2 2021 Cyber Threat Report Revealing a More Than 500% Increase in Cyber Threats

January 11, 2022
Increase in attacks primarily due to appearance of omnatuor.com browser hijacker and Flubot phishing attacks in the 2nd

half of 2021.

Hod Hasharon, Israel, Jan. 11, 2022 (GLOBE NEWSWIRE) -- Allot Ltd. (NASDAQ: ALLT) (TASE: ALLT), a leading global provider of innovative
network intelligence and security-as-a-service (SECaaS) solutions for communication service providers (CSPs) and enterprises, today announced the
release of their Allot H2 2021 Cyber Threat Report – European Edition.

The report found that during the second half of 2021 Allot NetworkSecure blocked a total of 2.97 Billion cyber threats for consumers who subscribe to
cybersecurity services based on Allot solutions that are provided by European CSPs. That represents an increase of more than 500% over the same
period in the first half of 2021. The two types of threats that were most blocked were Flubot C&C URLs and omnatuor.com, a very aggressive adware
infection.

In addition, the report found a number of trends unfold in H2 2021:

Although viruses, trojans and other malware were blocked, 74% of all blocks were adware, making it the primary threat to
consumers.
In September alone, there was an increase of 200% of total blocks due to the spread of omnatuor.com, which first
appeared in the second half of 2021.
Flubot is still active, with 422M threats blocked during H2 2021. Flubot has been very profitable for the cybercriminals who
employ it to steal personal and financial data.
Cybercriminals used Black Friday, Christmas, and the lottery as bait to trick their victims. Allot NetworkSecure blocked
millions of attempted phishing attacks during the reporting period.

“Adware is not just a nuisance. It can spawn spyware, phishing attacks or other malicious threats. The fast spread of omnatuor.com is proof that
cybercriminals are constantly finding new ways to victimize people,” said Vered Zur, Vice President of Marketing for Allot. “Fortunately, Allot was able
to protect people billions of times through the solutions implemented by CSPs.”

The full Allot H2 2021 Cyber Threat Report is available on the Allot website.
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Additional Resources:

Allot Blog: https://www.allot.com/blog

Allot On-air Podcast: https://www.allot.com/resources/podcasts

Follow us on Twitter: @allot_ltd

Follow us on LinkedIn: https://www.linkedin.com/company/allot-communications

 

About Allot

Allot Ltd. (NASDAQ: ALLT, TASE: ALLT) is a provider of leading innovative network intelligence and security solutions for service providers and
enterprises worldwide, enhancing value to their customers. Our solutions are deployed globally for network and application analytics, traffic control and
shaping, network-based security services, and more. Allot’s multi-service platforms are deployed by over 500 mobile, fixed and cloud service providers
and over 1000 enterprises. Our industry-leading network-based security as a service solution has achieved over 50% penetration with some service
providers and is already used by over 20 million subscribers Globally.

Allot. See. Control. Secure.

Forward-Looking Statement

This release contains forward-looking statements, which express the current beliefs and expectations of company management. Such statements
involve a number of known and unknown risks and uncertainties that could cause our future results, performance or achievements to differ significantly
from the results, performance or achievements expressed or implied by such forward-looking statements. Important factors that could cause or
contribute to such differences include risks relating to: acceptance of our products by our reseller and customer in EMEA, our ability to compete
successfully with other companies offering competing technologies; the loss of one or more significant customers; consolidation of, and strategic
alliances by, our competitors, government regulation; lower demand for key value-added services; our ability to keep pace with advances in
technology and to add new features and value-added services; managing lengthy sales cycles; operational risks associated with large projects; our
dependence on third-party channel partners for a material portion of our revenues; and other factors discussed under the heading "Risk Factors" in the

https://www.globenewswire.com/Tracker?data=Ej47cIwAPRJeZuBXi8SzRIsMWNKZjRUxgD8vLyb-SG3xzFOovzpliT4rm33Hn06BI_-bvlh34s4dO4EYjsgzng==
https://www.globenewswire.com/Tracker?data=Ej47cIwAPRJeZuBXi8SzRCGSSbeA_i3G48ZdbdCG0zNPEcorEUIeNi5Bjdwx5LSif1Vjum5xI96qtxsSN_n2L8fMpggfbM98Txxg77koZqY5sL2r6HqsnWbM5q3jADayAPfyCC-K08CEbX5Cgavr7ddgDQKOQXWlsVz6qxx5HWTChaa3zsVGewcu47Oxl20WlMV7syq5JVcWwlxTQhOtLA==
http://omnatuor.com/
http://omnatuor.com/
https://www.allot.com/blog/flubot-allot-blocks-ove-140m-cc-connection-attempts/?utm_source=pr&utm_medium=external
http://omnatuor.com/
https://www.globenewswire.com/Tracker?data=Ej47cIwAPRJeZuBXi8SzROZpF5YnsbVzb9H4oX6aPjWGV5pewP0ZmNdzvD9j3UD7vS_2gxkOLDSvg3U3kLK8bhPo9dWVUl4yqbXhuBXNqihhTjS_w0gQ6FzTLBJQvbFFCrt86egsc1drCEyJ2SLPyTKmJLprEs7N3xapJbPCVEPIXMHW-IECzGsTXszn-GMxl_wCUHUS6zrYajjjdmAdCA3otG_3gZ_DQOcwwvRu1AA=
https://www.globenewswire.com/Tracker?data=iyzNh66kczJkhSA-ZqHtguyeIE-ICubOxHnIDtCDwsrvWHZeTTNFMFO3f5bjz-Fogqu89G0SHozG08LO1N4EC9l0FPX5dVJcPLz50rbS20vCCtHJJqjIbmtB4y7QjE9JopmCP-cETO3Ew0BtvxsPJJ5K4osB79yojMUOdpVmglrzrO2cuiEyWKGB7CskRk5FA_Zf87rM2E6sly5LgMFVUDBTwlDZ0g4ayBjdz2G_9EOyeDPXxYwEToBV7IWLQRRoNP7F4nfj_Egcaqk_nIOEKg==
https://www.globenewswire.com/Tracker?data=iyzNh66kczJkhSA-ZqHtguyeIE-ICubOxHnIDtCDwsrFwBrYpqwi7OGo4TSzoSObAgXJIm2auj0QdgsmRHepIA9NmYWaaQqcCv8fzupvOITvSmJV5WBDP3E6ve-LleJQDV4agRn3zOc4JgQvNhm97bRMeCUqFxfH0WCtvOmIUy15SuwILMhGoj8qKPD9ER7gaq8yhZ-i_SMNJdnsuGwTVKrqVx2FjTQHrDqqIKmkZG0T-T9aI-WV3NAQufmYjbVGedu95Mibtz0zJrYnTUCEBKGeMBDA09suVmscxhapUVoUSjLZw6yE51Tsoonbrjn4_2WJbTK0-ZtSUsfA7QCiI6HmPcsonIcNIUs3tRoPyro=
https://www.globenewswire.com/Tracker?data=ybz9uy_Xyn19k6ehT7jkRQ8e71-yzWFv4IXjhRK_oZ0kfpC-eNBdnYUraykU_n_sv4HG9QDtugb3QyKpgGJQbTEuHSQovF9JmVJ2WDOz49MoeZqvhTVZ8E7I5qAGD8HVogArHSE8Q4pZC94uqfSnkCkwyElvPzAqJWJfWBJgh1ndBZMhDlbl1VCRkNZvxhiw6meRsWUyM2Agy90veFToPGNHueC9KcT09JZ9waUi6pA=
https://www.globenewswire.com/Tracker?data=iyzNh66kczJkhSA-ZqHtgmLtEnZYSA-Oz5tgOM0mejhmE3a5vM42AuRN1SlN-CFJ1Np-4XslBcj8-SlCI_njo_-zIkkxEXNLlKAyM_ClAbFlodoHal5rwaO4v9XFmZiQYyf6VrEyn8-32XW56anvMh48-zsS4vrxsz5X34-Gm4qhOji8JmnBCkTdBxKqB4nAvTOekpXuWz2JX1uxD9laU3UpY0uLRk-RxWboUYTSBQRu0SifjYrQ00f7ErIyslOYC1L3SZ1cxowog7EIiuLezW0s-7rQKBvsHHSiAONfbLaUhGIiCFFcYnMgUddSlWVcHBnHVvoUGEFObmKqiaO0fB7a-kTl7SucQUFLTT8XrCHoIh4oM6-apK5yTFSW9kCa2-gyX4I8xvY7QlWyDNzTjj99cP1r4RznlvrnfuQb1mg=


Company's annual report on Form 20-F filed with the Securities and Exchange Commission. Forward-looking statements in this release are made
pursuant to the safe harbor provisions contained in the Private Securities Litigation Reform Act of 1995. These forward-looking statements are made
only as of the date hereof, and the Company undertakes no obligation to update or revise the forward-looking statements, whether as a result of new
information, future events or otherwise.
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